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Abstract: This research explores the legal provisions for hacking as a cyber crime in Indonesia with a focus on the legal framework for hacking, criminal acts of hacking, and the challenges faced in dealing with changes and developments in cyber law. Indonesia’s hacking legal framework, which primarily consists of the Information and Electronic Transactions Law (UU ITE), creates an important legal foundation for dealing with hacking. However, there are shortcomings in legal provisions that must be updated regularly to keep up with technological developments and increasingly sophisticated hacking tactics. This research aims to analyze the legal provisions that regulate hacking as a cyber crime in Indonesia. This includes an understanding of relevant legislation, the implementation of the law, as well as the obstacles faced in law enforcement related to hacking. This research uses normative legal research methods. By understanding the legal framework for hacking, criminal acts of hacking, and the challenges of changing cyber law in Indonesia, this research aims to provide deeper insight into how this country faces the threat of hacking in an increasingly complex digital era. With ongoing improvements in the legal framework, increased law enforcement capacity, and better public awareness, Indonesia can be more effective in protecting its society and digital infrastructure from the threat of cybercrime.
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Introduction

Hacking is a serious problem that requires careful attention and handling from law enforcement officials and related institutions in Indonesia. If there are significant cases of hacking that have not yet been uncovered, it is important for authorities to conduct a thorough investigation to identify the perpetrators and prosecute them to the
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fullest extent of the law.\textsuperscript{1} In addition, awareness about cyber security and best practices in protecting personal data and computer systems are also very important in efforts to prevent future hacking cases.\textsuperscript{2} Hacking as a challenge in the change and development of cyber law in Indonesia is very relevant in the context of an increasingly advanced digital era. Indonesia, like many other countries, has experienced a significant surge in the use of information and communication technology in various aspects of life. While this technological advancement brings great benefits, it also brings serious risks in the form of cybercrime, including hacking.\textsuperscript{3}

The main challenge is that hacking is becoming more complex as technology develops. Hackers continue to innovate in their tactics and methods, and often evade detection by using sophisticated techniques. Indonesia, with its large and increasingly internet-connected population, is an attractive potential target for hackers.\textsuperscript{4} The existing legal framework in Indonesia, such as the Information and Electronic Transactions Law (UU ITE), creates an important legal basis for dealing with hacking. However, the rapid advance of cybercrime raises questions about whether these legal provisions are responsive enough to evolving threats. A lack of understanding of cyber law and a lack of resources in cyber law enforcement are also challenges that need to be addressed.

The importance of this research lies in the need to understand and evaluate the effectiveness of existing legal provisions in dealing with hacking in the digital environment.\textsuperscript{5} With the rapid development of technology, the law must be able to adapt and provide adequate protection against the threat of cyber crime. Therefore, this research will dig deeper into the legal framework that regulates hacking in Indonesia, as well as identify obstacles that may hinder law enforcement in the context of cyber
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Crime. With a better understanding of this, we can build a stronger foundation to protect the data, privacy and information security of Indonesian people in this increasingly complex digital era. Hackers are increasingly sophisticated in their actions, using advanced techniques to evade detection and capture. This phenomenon poses challenges for law enforcement officials and requires constant review and improvement in existing legal provisions. People are increasingly aware of the importance of protecting their data and privacy in the digital world. Hacking incidents involving theft of personal data have given rise to greater demand for strong legal provisions to protect individual rights. Cybercrime often involves perpetrators from various countries. This phenomenon emphasizes the importance of international cooperation in cyber law enforcement and requires coordination in dealing with cross-border hacking.

The research method used in the study of hacking as a challenge in the change and development of cyber law in Indonesia will include a normative legal research approach and comprehensive qualitative analysis. This research method will provide a comprehensive understanding of hacking as a challenge in the change and development of cyber law in Indonesia, as well as challenges in law enforcement that need to be overcome. It is hoped that the data obtained can be used as a basis for improvements in the existing legal system to protect society from the growing threat of cyber crime. Through this research, it is hoped that better solutions can be found to protect Indonesia from the threat of cyber crime, strengthen existing legal provisions, and ensure effective law enforcement in dealing with hacking in this digital era.

Legal Framework for Hacking in Indonesia

Indonesia’s hacking legal framework is critical to understanding how the country faces cybercrime challenges. This legal framework is based on various laws and

regulations that cover different aspects related to hacking. One of the key laws that plays a role in law enforcement related to hacking is Law Number 19 of 2016 concerning Electronic Information and Transactions (UU ITE). The ITE Law is the main basis for regulating hacking in the digital sphere and contains articles that regulate legal sanctions against hacking perpetrators. Apart from the ITE Law, the Criminal Code (KUHP) also has relevant provisions related to hacking, especially in the context of data theft and illegal access to computer systems.\(^\text{10}\) Criminal law also provides a legal basis for the prosecution of hacking perpetrators.

Furthermore, there are other regulations and policies issued by the government and related institutions, such as the Ministry of Communication and Information, which regulate certain aspects of cyber security and law enforcement related to hacking. This legal framework creates an important legal basis for dealing with hacking as a cyber crime in Indonesia. However, the challenge faced is the ability to keep up with technological developments and the legal adaptations needed to address increasingly sophisticated cybercrime threats. Therefore, evaluation and updating of this legal framework needs to be carried out continuously in order to be able to respond to rapidly developing cyber security challenges.\(^\text{11}\)

Indonesia has developed an important legal basis for dealing with cybercrime. Law Number 19 of 2016 concerning Information and Electronic Transactions (UU ITE) is the main pillar in regulating hacking and cyber security. The ITE Law provides a legal basis for law enforcement against hacking perpetrators, by regulating various illegal acts in the digital realm. Even though this legal framework already exists, the challenge faced is the ability to keep up with rapid technological developments. Cybercrime continues to develop and become more sophisticated, so legal provisions must always be updated and adapted. In addition, cyber law enforcement requires cooperation between various agencies and related parties, including the private sector, to overcome the threat of hacking.


Indonesia's hacking legal framework is an important first step in protecting society and digital infrastructure from the threat of cybercrime. However, continuous evaluation and updates in cyber laws and law enforcement are key in maintaining the country's cyber security.\textsuperscript{12} Public awareness about the importance of cyber security is also very necessary to protect personal data and national interests from increasingly complex hacking attacks.

The legal framework for hacking in Indonesia has a number of shortcomings that need to be taken into account. One of the main shortcomings is the lack of provisions that are sufficiently detailed and responsive to technological developments. Cybercrime continues to evolve rapidly, and current laws may not always be able to address new and more sophisticated hacking tactics. Therefore, there needs to be ongoing efforts to update and improve existing legal provisions to make them more relevant to today's cybercrime challenges. Apart from that, the implementation of law in cyber law enforcement can also face obstacles. One of them is the lack of human resources who have special expertise in handling hacking cases. Training and capacity building in the field of cyber security is essential to ensure law enforcement officials have the necessary capabilities to handle complex hacking cases.\textsuperscript{13}

Another shortcoming is the lack of optimal coordination between agencies involved in cyber law enforcement. Cybercrime often crosses borders, and cooperation between various law enforcement agencies and related parties, such as the private sector, can be more effective in addressing hacking threats. Public awareness about cyber security also needs to be increased. A lack of understanding of cybersecurity risks and practices can make individuals and companies more vulnerable to hacking. Therefore, education and public awareness campaigns about cybercrime need to be strengthened. By fixing these shortcomings, Indonesia's hacking legal framework can become more effective in protecting society and digital infrastructure from increasingly complex cybercrime threats.


Hacking Crime in Indonesia

The crime of hacking in Indonesia is a serious threat in the world of cyber crime. Hacking cases involve illegal access to a computer system or network, with the aim of stealing data, destroying information, or disrupting system operations. This criminal act of hacking includes various forms, such as hacking against companies, government institutions, individuals, and even large-scale cyber attacks on crucial infrastructure.\(^{14}\)

The legal provisions governing criminal acts of hacking in Indonesia are mainly regulated in Law Number 19 of 2016 concerning Information and Electronic Transactions (UU ITE). Articles in the ITE Law categorize various hacking acts as criminal acts, such as illegal access to computer systems, data theft, distribution of malware and other cyber attacks. Perpetrators who are found guilty may be subject to legal sanctions, including fines and prison sentences.\(^{15}\) However, hacking can also involve cross-border cyber attacks, which require international cooperation in law enforcement. Indonesia has also participated in international efforts to tackle cybercrime, including cooperation with law enforcement agencies from other countries in the investigation and prosecution of hacking perpetrators.

Hacking crimes have serious impacts, including financial losses, theft of personal data, and threats to national security. Therefore, law enforcement and protection of computer systems and data are important priorities within the scope of cyber security in Indonesia.\(^{16}\) Continuous evaluation of existing legal provisions and increased cyber law enforcement efforts are key to protecting the nation's society and digital infrastructure from increasingly sophisticated hacking threats.\(^{17}\)

One example of a criminal hacking case that emerged in Indonesia is a hacking incident that occurred in 2021 which targeted the communications and information systems of the National Cyber and Crypto Agency (BSSN). In this case, a group of
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Hackers accessed BSSN’s internal system and stole various confidential documents, including cybersecurity policy and strategy documents. This hacking action became a national concern because it exposed potential vulnerabilities in the Indonesian government’s cybersecurity infrastructure. An investigation by law enforcement officials led to the arrest of several suspects involved in this hack. They were identified as part of an international hacker network that used various advanced techniques to access BSSN systems. This case is proof that hacking in Indonesia is not only carried out by individual perpetrators, but also by groups of hackers who have significant resources and technical capabilities.

The impact of this incident includes significant data loss, potential threats to national security, and cybersecurity system vulnerabilities that require remediation. This case also highlights the importance of cooperation between government and private institutions in mitigating the threat of hacking and the need for in-depth evaluation of existing legal provisions in cyber law enforcement in Indonesia.

Hacking crime in Indonesia is a serious problem and continues to grow for several main reasons. First, the rapid growth of information and communications technology has opened the door wide for hacking. The increasing number of devices connected to the internet and the use of digital technology in everyday life has provided greater opportunities for hacks to access sensitive data and systems.¹⁸

Second, financial gain is the main motivation behind many hacking cases. Hackers often seek material gain from their activities, such as theft of personal or company data that can be sold or financially exploited. This potential large reward encourages perpetrators to continue looking for loopholes in the security system.¹⁹

Third, challenges in cyber law enforcement are also a factor that influences the prevalence of hacking crimes. Cybercrime often crosses geographic boundaries and involves international networks, which makes it difficult to catch and prosecute. Additionally, a lack of specialized expertise in cyber law enforcement can be a barrier to investigating and pursuing hacking perpetrators.

Fourth, some hackers are motivated by ideological or political motives, such as hacktivism or cyber attacks aimed at influencing policy or public opinion. This results in cyber attacks that can have a significant impact on the social and political order.\textsuperscript{20} Fifth, lack of awareness about cyber security and unsafe practices in using technology are also factors that cause hacking crimes. Many individuals and organizations do not sufficiently understand the risks and do not implement adequate security measures.

By understanding these reasons, further efforts can be developed to increase protection against cyber crime in Indonesia, including improvements in the legal framework, increasing public awareness, and developing cyber law enforcement capabilities. The development of cyber law in Indonesia must always be responsive to increasingly sophisticated hacking threats.\textsuperscript{21} Hacking also often involves crossing borders, so international cooperation and close coordination between government and private institutions is essential. In addition, increasing public awareness about cyber security is also needed so that individuals and organizations can protect themselves from the threat of hacking.

**Hacking as a Challenge for Change and Development of cyber law in Indonesia**

New ideas in research regarding the legal provisions of hacking as a cyber crime in Indonesia can include several important aspects that enrich the understanding and relevance of this research. One of these ideas is an examination of changes and developments in cyber law in Indonesia in recent years. With the rapid rate of technological development, there is a need to evaluate the extent to which Indonesian law has adapted to new challenges in cybercrime.

Also worth considering in this case are the social, economic and political impacts of a successful hack.\textsuperscript{22} This study can reveal the significant economic impact.


that a cyberattack may have on a company, as well as the political and national security impacts that could occur if crucial systems are hit by a hack.\textsuperscript{23} Through this approach, research will provide broader insight into the importance of cyber law enforcement for stability and economic growth in Indonesia. Furthermore, new ideas could also involve a review of the private sector’s role in protecting themselves and their customers from hacking. This study can explain the responsibilities of companies related to cybersecurity, the best practices adopted by the private sector, and the obstacles they face in trying to protect their data and systems.

New ideas could detail possible solutions and recommendations that can be implemented to strengthen cyber law enforcement in Indonesia. This could include increasing cooperation between the public and private sectors, developing new policies that are more responsive to technological change, as well as efforts to increase public awareness about the threat of cybercrime.\textsuperscript{24} By incorporating these new ideas into research, we can expand the scope of knowledge about hacking as a cyber crime in Indonesia, provide more concrete recommendations for improvements in the legal system and cyber law enforcement, and face increasingly complex cyber security challenges in the future.

Hacking is a challenge that continues to grow as cyber law changes and develops in Indonesia. Cyber law in Indonesia, such as the Information and Electronic Transactions Law (UU ITE), has undergone several changes over time to accommodate the increasingly sophisticated dynamics of cyber crime.\textsuperscript{25} However, hackers also continue to adapt and create new methods to evade law enforcement. These changes create a paradox in which the law must constantly be updated to meet new threats, while the process of lawmaking tends to move more slowly than technological developments. In addition, the new legal framework must also consider

the balance between protecting privacy and security, so as not to sacrifice individual rights in the fight against cybercrime.\textsuperscript{26}

Furthermore, hacking also involves cross-border aspects which are becoming more frequent. Hackers often operate abroad, so cyber law enforcement in Indonesia also requires close international cooperation. This cooperation includes information exchange, extradition and effective handling of cross-border hacking cases. In facing the challenges of changes and developments in cyber law in Indonesia, it is important to have a holistic and sustainable approach. This involves continuous improvements in the legal framework, increasing the capacity of law enforcement officials, increasing public awareness of cyber security, and strong cooperation with international institutions. Only with a comprehensive approach like this, Indonesia can more effectively overcome the threat of hacking and maintain the country's cyber security amidst ongoing changes in the digital world.

\textbf{Conclusion}

Indonesia's hacking legal framework is an important first step in protecting society and digital infrastructure from the threat of hacking. The Information and Electronic Transactions Law (UU ITE) and related legal provisions provide a strong legal basis for law enforcement against hacking perpetrators. However, cyber law enforcement in Indonesia still faces several challenges that need to be overcome. Shortages in resources and expertise within law enforcement agencies, rapid technological change, and increasingly complex hacking threats are some of the major obstacles. Apart from that, cyber law enforcement also requires close cooperation between various government and private institutions as well as strong international cooperation to overcome cross-border hacking. Hacking is also a challenge which shows that cyber law must always adapt to technological developments. Effective cyber law enforcement requires continuous changes and updates in the legal framework and increased public awareness of cyber security. Thus, Indonesia needs to continue to be committed to improving its legal provisions, increasing the capacity of law enforcement officials, and increasing public awareness about the risks of

hacking. Only with a comprehensive and sustainable approach can Indonesia be more effective in dealing with the threat of hacking in an ever-changing digital world.
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